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I. AUTHORITY:

Deputy Secretary of Youth Services (YS) as contained in La. R.S. 36:405. Deviation from this policy must be approved by the Deputy Secretary.

II. PURPOSE:

To set forth policy and procedures regarding the use of electronic monitoring by providing the most appropriate services to youth in the custody of or under the supervision of YS in the least restrictive environment, always being cognizant of public and youth safety

III. APPLICABILITY:

Deputy Secretary, Assistant Secretary, Undersecretary, Deputy Undersecretary, Chief of Operations, Deputy Assistant Secretary, General Counsel, Director of Education, Regional Directors, Facility Directors and Regional Managers.

Facility Directors and Regional Managers shall ensure that procedures are in place to comply with the provisions of this policy.

IV. DEFINITIONS:

Case Manager - A generic term used within a secure care facility to identify members of the counseling profession, e.g., Social Services Counselor, Clinical Social Worker, Program Manager or a treatment team member assigned to manage a youth’s case.
**Classification System for Community Supervision** – The process which identifies each youth's risk with an initial assessment tool; provides an “Individualized Intervention Plan” (IIP) to address the youth’s needs; reassesses the youth's compliance; reviews the IIP; and utilizes agency resources in an efficient and productive manner pursuant to YS Policy No. D.10.4.

**Classification System for Secure Care Facilities** - The process which determines assignment to a custody level, program participation within available services, and assignment to the most appropriate facility, pursuant to YS Policy No. B.2.2.

**Home Confinement / House Arrest / Home Incarceration** - A legal confinement of an individual to a residence, rather than a detention center or secure care facility.

**Electronic Monitoring Program (EMP)** - The use of electronic technology to monitor the movements of a youth.

**EMP Enrollment-Removal Form** – A form located in JETS utilized to make requests for EMP installations, removals and field service.

**Individualized Intervention Plan (IIP)** – An initial IIP shall be developed within 48 hours of a youth’s arrival to the intake unit at a secure care facility. The initial IIP specifies problem areas already identified by the initial or latest SAVRY reassessment conducted by CBS. The goals, objectives, and the methods used to attain them while the youth is in secure care shall be updated during intake, including the role of the youth and staff. Development of this plan is accomplished through review of the youth’s SAVRY, the youth’s record, and any additional recommendations made by the Psychological Evaluation. The formal IIP is further developed by the assigned Case Manager within seven (7) working days of receipt of the contracted health care provider’s Psychological Evaluation. The treatment needs are prioritized based upon a review of the youth’s SAVRY dynamic risk factors rated “High”, and in some cases “Moderate”, the youth's record, and any additional recommendations made by the Psychological Evaluation. The formal IIP is modified throughout the youth’s stay as need areas are identified, partly based on the dynamic SAVRY risk/need factors. The formal IIP also identifies follow-up services needed by the youth upon release to facilitate a successful transition and reintegration back into the community. The plan is coordinated with CBS and shall be used when completing the aftercare plan.

**Juvenile Electronic Tracking System (JETS)** - The centralized database utilized to track all youth under YS supervision or in YS custody and to record all case record activity.

**Monitoring Liaison** – A Central Office employee assigned as the Monitoring Liaison for the EMP.
**Multidisciplinary Treatment (MDT) Team** – A team consisting of representatives from at least three disciplines, (e.g., treatment, custody, education, mental health or medical) responsible for developing comprehensive case plans for youth.

**Passive GPS** - Includes radio frequency receiver, tracking unit and a transmitter.

**PPO/J** - Includes CBS probation officers (Probation and Parole Officer 1, 2 and 3/Juvenile).

**PPS/J** – Includes CBS supervisors (Probation and Parole Supervisor/Juvenile).

**SENTINEL Customer Guide** – An overview of Sentinel’s EMP service requests and the WEB II Integration – 0M400 Alerts Guide (refer to the attachment regarding this matter).

**Victory Treatment Unit (VTU)** - A housing unit located at Swanson Center for Youth (SCY) with individual rooms designed to house youth who require a more restrictive setting.

**V. POLICY:**

It is the Deputy Secretary’s policy that electronic monitoring shall be used to enhance community supervision as an alternative to removing youth from their homes by allowing youth to remain in the community on probation or parole.

In addition, electronic monitoring shall be used in YS secure care facilities to monitor youth with past histories of runaway or escape behaviors from secure placement, non-secure care placement, or from their parent/guardian, when participating in off-campus programs, escorted absences, furloughs, or the post-secondary education and skills building incentives program.

The primary objective of the EMP in the community setting is to provide a graduated sanction for youth on probation, parole, or in custody in the least restrictive setting. The secondary objective is to provide for the availability of secure beds for more serious and violent youth by placing lower risk youth in the community under close supervision.

The EMP shall be installed on youth and monitored by facility Control Center staff for the off-campus programs as outlined above, with the exception of furlough participation. The youth’s assigned Probation and Parole Officer/Juvenile (PPO/J) shall arrange and monitor youth furloughs.

It is imperative for both public safety and the credibility of the EMP that there be immediate detection of and response to violations. EMP services shall be capable of providing 24-hour monitoring with the capability of verifying a violation and contacting the appropriate YS personnel when a violation occurs.
VI. PROCEDURES FOR COMMUNITY SUPERVISION:

Allowing a youth to remain in the community may pose a risk to public safety; therefore, care must be taken to ensure that youth assigned to the EMP are appropriate.

A. Case Planning

Prior to a youth being placed in the EMP, the PPO/J shall meet with the Probation and Parole Supervisor (PPS/J) to discuss the youth’s needs upon returning to or remaining in the community, and to make a determination about the youth’s placement in the EMP. The “Individualized Intervention Plan” (IIP) shall be updated to include the type of program utilized, if applicable.

B. Enrollment

If the consensus of the case staffing is to enroll the youth in the EMP, the following steps shall occur:

1. The PPO/J shall document approval from the PPS in a case narrative in JETS, with the Significant Event noted as “Special Condition”.

2. The PPO/J or designee shall complete an “EMP Enrollment-Removal Schedule Change Form” form in JETS, and forward the completed service request form to the vendor’s email address @ LAOJJFieldSupport@sentrak.com or fax number @ (800) 478-3335. (Service requests include installations, removals and field service.)

3. The PPO/J shall verify that the youth’s home phone does not have privacy manager features such as party-lines, voice mail, caller ID, call block, call waiting, call forwarding, cordless phones, or answering machines.

4. The PPO/J shall notify the youth and the youth’s parent/guardian that they must be home for the EMP equipment installation.

5. The PPO/J shall verify that the EMP equipment was installed, removed or serviced by the vendor within 24 hours of receipt of the request.
Once the EMP equipment has been installed, the PPO/J shall meet with and explain all the conditions and sanctions of the EMP to the youth and the youth’s parent/guardian. The PPO/J shall ensure that the “Youth Participation Agreement Form” in JETS is completed and signed by the youth, the parent/guardian and the PPO/J. The hard copy with signatures shall be maintained in the youth’s case record.

Youth enrolled in the EMP shall be required to do the following:

1. Observe the designated curfew or house arrest;
2. Maintain or seek employment, attend school, and/or attend or obtain required treatment services as directed by the judge or PPO/J, based on the youth’s IIP;
3. Maintain electrical and compatible telephone services at home;
4. Make no attempt to remove or tamper with the monitoring equipment or telephone;
5. Report any equipment malfunction to the PPO/J immediately;
6. Report in person as directed by the court or PPO/J;
7. Obey all local, state and federal laws and ordinances; and
8. Charge the monitoring device for a minimum of two (2) hours continuously each day.

Youth shall be restricted to their residence when not at work, school, training, treatment or any specific place that is authorized by the court or PPO/J.

Typically, youth enrolled in the EMP begin to show improvement within 90 days; therefore a youth shall not be enrolled in EMP more than 90 days unless a case staffing is held to determine the need to remain or if a more restrictive sanction is warranted. Approval by the PPS shall be documented on a “Special Condition” case narrative in JETS by the PPO/J within 72 hours of approval.

If the youth will not continue in the EMP, the PPO/J shall complete the “EMP Enrollment – Removal – Form” in JETS and notify the vendor to discontinue monitoring. The PPO/J shall verify that the EMP equipment was retrieved and document the removal of EMP services on a case narrative in JETS, with the “Significant Event” noted as a “Special Condition” within 72 hours of the request for removal.
C. Non-Compliance

In the case of a minor non-compliance violation, recommendations could include a verbal warning by the PPO/J, increased visits, or graduated sanction to a more restrictive program/setting. Examples of minor non-compliance include the following:

1. Numerous unexcused curfew infractions;
2. Several unexplained curfew violations; or
3. Consistently being out of range of the unit for brief period of times, etc.

Documentation of efforts and resolution/actions shall be made on a “Special Condition” case narrative in JETS by the PPO/J within 72 hours of the violation.

In the case of a major non-compliance violation, the PPO/J shall attempt to make a phone or personal contact with the youth within 24 hours of being notified of the violation to determine the reason for non-compliance. Examples of major non-compliance include the following:

1. Cutting off the band;
2. Absconding supervision; or
3. Committing a new offense, etc.

A case staffing shall be held in all instances where a major non-compliance infraction has occurred. Depending on the reason for the infraction, recommendations for possible sanctions could range from a verbal warning by the PPO/J, a “Contempt of Court” being filed, or to a more restrictive setting.

Documentation of the efforts and resolution/actions shall be made on a “Special Condition” case narrative by the PPO/J in JETS within 72 hours of the violation.

VII. PROCEDURES FOR SECURE CARE FACILITIES:

A. Allowing a youth in a secure care facility with an escape or runaway history to be escorted for furloughs and/or other off-campus absences, etc. may pose a risk to public safety. However, utilizing the EMP in order to allow for public safety and also meet the individual needs of youth, electronic monitoring may be utilized under these circumstances for specific youth with escape or runaway histories.

B. Prior to a youth being placed in the EMP, an initial case staffing shall be conducted upon intake pursuant to YS Policy No. B.2.2, in order to determine the appropriate housing unit assignment for the youth. The youth’s (IIP) shall be developed to include all need areas and types of service utilized in the facility to address the youth’s individual needs.
A youth’s history of runaway and escape shall be discussed during the initial case staffing in order to determine if the youth meets the criteria for the EMP under the situations listed above.

The criteria for the placement in the EMP consist of the following:

1. The youth’s history of runaways or escapes to include no more than as noted from the following:
   a. Parent/guardian/mentor home [2 (two) or more];
   b. Non-secure placement [1(one) or more]; or
   c. Secure care facility [1 (one)].

2. Knowledge of the youth’s plan to escape or that the youth plans to escape.

C. Enrollment

If the consensus of the initial case staffing is to enroll the youth in the EMP, the following steps shall occur:

1. The Case Manager or PPO/J shall complete the “EMP Enrollment-Removal-Schedule Change Form” in JETS for approval by the Facility Director or Regional Manager prior to implementation.

2. Following the Facility Director’s or Regional Manager’s approval, the PPO/J or designee shall complete an “EMP Enrollment-Removal” form located in JETS and forward the complete service request form to the vendor’s email address @ LAOJJFieldSupport @sentrak.com or fax number (800) 478-3335. (Service requests include installations, removals and field service.)

3. The youth’s Case Manager shall notify the youth and the parent/guardian that the youth will be placed on the EMP during off-campus absences, and explain all the conditions and sanctions of the EMP to the youth.

4. Once the vendor receives the EMP request via email or fax, the vendor shall install the EMP equipment on the youth within 24 hours of receipt of request. The EMP equipment must be installed prior to the youth leaving for off-campus absences, and the youth’s Case Manager shall meet with the youth to explain all the conditions and sanctions of the EMP. Youth enrolled in the EMP shall be required to do the following:
   a. Make no attempt to remove or tamper with the electronic device;
b. Make no attempt to leave the prescribed area designated by
   the system in an attempt to leave the sight of staff; and

c. Make no attempt to be out of the range of the designated
   area within the sight of staff.

5. The Case Manager shall ensure that the “Youth Participation
   Agreement Form” located in JETS is completed and signed by the
   youth and the Case Manager. The hard copy shall be placed in the
   youth Master Record under Clip VI.

D. A youth’s enrollment in the EMP shall be reviewed every 90 days at the
   quarterly multidisciplinary treatment (MDT) team staffing or as necessary
   due to a “Code of Conduct Violation”. A recommendation shall be made by
   the MDT team during the quarterly staffing, which shall include the youth’s
   assigned PPO/J and the youth’s parent/guardian, as to whether the youth
   should remain in the EMP for future off-campus absences.

   If the decision is made to remove the youth from the EMP, a trained Case
   Manager or PPO/J shall complete the “EMP Enrollment - Removal Form”
   in JETS for approval by the Facility Director prior to notifying the vendor to
   discontinue monitoring. If approved, the “EMP Enrollment-Removal” form
   is emailed or faxed to the vendor for deactivation of service. The vendor
   shall report to the facility or assigned designation to remove the equipment
   within 24 hours of receipt of request.

E. If a youth is removed from the EMP and commits a “Code of Conduct
   Violation” for escape, attempted escape or aggravated/unauthorized area,
   the youth shall be placed back in the EMP. If warranted, following a MDT
   team staffing within 24 hours of the violation, the youth shall be placed in
   the “Victory Treatment Unit” (VTU).

F. Code of Conduct Violations and Response by Staff

   In keeping with public safety and the credibility of the EMP, immediate
   detection of and response to any indication by the device that a youth is
   out of a prescribed area and/or has made an attempt to tamper with,
   disengage or destroy the security device must be addressed immediately
   by following the procedures outlined in Section VII. E and F below.

   Examples of Code of Conduct Violations (refer to YS Policy No. B.5.1)
   include the following:

   1. Tampering with or cutting off the band in an attempt to leave the
      sight of the staff (COC Violation #9 – “Tampering with Security
      Devices”);
2. Leaving the prescribed area designated by the system in an attempt to leave the sight of staff (COC Violation #1 – “Aggravated/Unauthorized Area”);

3. Being out of range of the designated area within the sight of staff, and depending on the number of times and the length of time the youth remains out of the designated area (COC Violation #1 – “Aggravated/Unauthorized Area”); etc.

G. EMP System Alerts

When the system is activated due to a violation, the following steps shall occur:

1. The Case Manager or PPO/J and the vendor shall be immediately notified via telephone, with simultaneous e-mail notifications to the Facility Director, Deputy Director, Assistant Director, and appropriate Regional Director.

2. Control Center staff shall be responsible for issuing an immediate radio alert to all appropriate facility staff as to the identity of the youth and the area where the violation was indicated.

3. All efforts shall be made to detect the cause of the system alert and to prevent an escape if a youth is out of the designated area.

4. Once the alert has been resolved, the Case Manager or PPO/J shall notify the Facility Director, Deputy Director, Assistant Director, and appropriate Regional Director of the results of the alert.

5. All staff responding directly involved, or having firsthand knowledge of the incident shall complete an “Unusual Occurrence Report” (UOR) prior to the end of their tour of duty relative to such an incident.

H. Depending on the reason for the alert, a MDT team staffing shall be held within 24 hours of a “Code of Conduct Violation” to consider the youth’s possible placement in the VTU. If it is determined the youth is a threat to the security of the facility and a significant escape risk, a “Victory Treatment Unit Admissions Review Form” shall be completed in JETS, pursuant to YS Policy No. B.2.8.

In addition, any possible negative affects this action shall have on the youth’s custody level or eligibility for future furloughs escorted absences, participation in the post-secondary educational and skills based incentive program, or early release shall be discussed during the staffing (refer to YS Policy Nos. B.7.2, B.2.13 and C.4.1).
VIII. ENROLLMENT/REMOVAL OF STAFF FROM SENTINEL DATABASE ACCESS

A. The Regional Managers or designated PPO/J staff from each regional office shall be responsible for requesting enrollment or removal of staff from the Sentinel database access upon new hire or termination as follows:

1. The Regional Manager shall thoroughly complete the “Officer Enrollment Form” (refer to attachment);

2. The officer’s regional office location must be specified on the form;

3. The form shall be authorized by the Regional Manager in the “Authorized Administrator’s” section;

4. The “Officer Enrollment Form” shall be emailed to Sentinel’s Help Desk @ help.desk@senttrak.us.com; and

5. A request shall be forwarded immediately for terminated employees or those no longer employed with the agency. “TERMINATED” or “REMOVAL” must be written across the top of the form prior to submitting it to Sentinel.

IX. STAFF DEVELOPMENT:

A. Facility Directors, Deputy Directors, Assistant Directors, Regional Directors, PPO/J staff and Case Managers shall be required to submit a request for webinar training to the monitoring liaison. The vendor is only capable of delivering remote group training, via webinar, with ample notice.

B. New secure care Case Managers and PPO/J staff hired shall be required to obtain approval from the appropriate Facility Director or Regional Manager to request EMP webinar training within 30 days of hire to fulfill EMP related duties.

C. Training from the vendor, via scheduled Group Webinars, shall be requested through the monitoring liaison by the Facility Director or Regional Manager.

D. All training shall be documented and forwarded to the facility’s Staff Development Training Specialist/Unit Training Officer for input into TREC.
YS Policy No. A.2.24 contains information about the level and amount of training needed based on the employee’s job assignment and responsibilities.

Previous Regulation/Policy Number: C.2.24
Previous Effective Date: 02/11/2016
Attachments/References:
   - SENTINEL’s Officer Enrollment Form
   - SENTINEL CUSTOMER GUIDE
# Officer Enrollment Form

| Agency Name:                 | Louisiana Office of Juvenile Justice | Site #: |                     |
|-----------------------------|--------------------------------------|---------|
| Address:                    |                                      | City:   | State: Zip:         |
| Telephone Number:           |                                      | Fax Number: |                     |
| Officer Name:               |                                      | Title: Verbal Password: |                     |
| Office Phone Number:        |                                      | Fax Number: |                     |
| Cell Phone Number:          |                                      | Home Phone Number: |                     |
| E-mail Address:             |                                      | Other:  |                     |

Officer being enrolled will receive notification: □ YES or □ NO  
If yes, please fill out the following portion of this form.

Notifications Device  □ Pager or □ Cell Phone  
Number: 

If Pager:  □ Numeric (numbers only) □ Alphanumeric (Text & Numbers)  
Service Provider: Provider Service Number: 

Officer being enrolled will be carrying a caseload: □ YES or □ NO  
- For SenTrak Only (Required) -

□ Officer Login Access (view only participants assigned to the caseload) □ Master Login Access (view all participants within the officer’s agency)

## Levels of Permission

<table>
<thead>
<tr>
<th>Officer Level (Access Own Caseload Only):</th>
<th>Supervisor Level (Access All Caseloads in Site):</th>
<th>Manager Level (Access All Caseloads in Region):</th>
</tr>
</thead>
<tbody>
<tr>
<td>View □ Enroll □ Modify □ Terminate □</td>
<td>View □ Enroll □ Modify □ Terminate □</td>
<td>View □ Enroll □ Modify □ Terminate □</td>
</tr>
</tbody>
</table>

Name of Authorized Administrator  
Authorized Administrative Signature  
Date 

Completed and authorized forms must be faxed to the Help Desk at (800) 478-3335 or emailed to help.desk@sentrak.us.com

*SENTINEL OFFENDERS SERVICES, LLC • 201 TECHNOLOGY DRIVE • IRVINE • CA • 92618

Each user’s agency provides and supports its own computer(s), Internet access, and browser (Internet Explorer or Netscape Navigator 4.0 or higher). Upon receipt of this enrollment, Sentinel Offender Services, LLC provides each authorized user with the URL internet address, a unique login, and a password.

Sentinel Offender Services, LLC reserves the right to limit access to users authorized exclusively by Sentinel

For Sentinel Only (Do Not Fill Out)

Officer ID: __________________ Officer Password: __________________ Officer Verbal Password: __________________

User ID and Password entered in Security □ Yes

Entered by: __________________Reviewed by: __________________Date: ____________ Time: ____________

Form Date: 06/30/2014
SERVICE REQUESTS
When a service request is required, officers must:
+ Forward all requests to Sentinel using the email address LAOJJFieldSupport@sentrak.com
+ Requests may also be submitted to Sentinel using the Facsimile telephone number 800-478-3335 (email is preferred)

A Service request consists of activities such as Installations, Field Service, or Equipment Removals. It is also advisable that when you send requests via email, please place the participant’s name and the office to which he is assigned in the Subject Line of the email.

OVERVIEW OF SERVICE REQUESTS

Installations
Upon receipt of a Request for Installation, the Sentinel Monitoring Center Team will:
1. Pre-enroll the participant’s basic data into the WebPatrol2 software platform.
2. The monitoring center will forward the request to the Technician Team Leader Francisco Lomas for local distribution and job assignment.
3. The assigned technician will contact the participant’s residence in order to schedule an installation appointment for installation of the ankle bracelet and case activation in the WebPatrol2 monitoring software within a 24-hour service window.

Field Services
Field service requests consist of items such as replacement of damaged or inoperable hardware. Upon receipt of a Service Request (as outlined in the ‘installations’ guideline above), a Sentinel technician will:

1. Contact the participant’s residence in order to arrange for the appropriate service remedy within a 24-hour service window.

It is recommended that prior to submitting a Service Request for suspected bracelet battery issues (not charging or holding a charge) that officers first follow the steps detailed in this advisory on reviewing participant charging habits. This will ensure that the cause of the malfunction or inoperability is not due to the participant’s failure to properly charge the bracelet as required.

Removals
Upon receipt of a request for removal from active monitoring, the Monitoring Center will discontinue services in the WebPatrol2 software platform. The following actions will then be taken:
1. The request will be forwarded to the Technician Team Leader Francisco Lomas for local distribution and job assignment.
2. The assigned Sentinel technician will contact the participant’s residence in order to arrange for ankle bracelet retrieval within a 24-hour service window.
**Furloughs**
We at Sentinel understand that these types of releases are time sensitive. Please ensure that complete and accurate information is provided in the “Special Instructions” section of the Service Request in order to allow our technicians to properly fulfill the request. These specifics would include the Installation and Removal times and dates, as well as the identifying the facility where the participant will be released and readmitted.

**Field Services Note**
Should a technician not be able to meet the 24-hour window for a Service Request, they will contact the supervising officer for consultation. If the supervising officer is unavailable, the Sentinel technician will attempt to contact the appropriate Regional Manager.

**WEB II INTEGRATION - OM400 ALERTS GUIDE**

**Strap Tamper**
There has been an interruption in the strap’s fiber optic circuit. This alert will **not clear automatically** when the strap circuit has been restored. **This alert must be manually cleared in Web II.**

**Device Tamper**
There has been a disruption in the magnetic connection between the backplate and device. This alert will **not clear automatically** when the magnetic connection has been restored. **This alert must be manually cleared in Web II.**

+ In general, all tamper alerts should be addressed by physically inspecting the device.

Physical inspection of the device involves confirming the device is intact, the strap and backplate are securely and properly installed, the pins are in place and locked, and there are no scratches, cuts, glue, or other physical signs of tampering.

+ Once the device has been physically inspected and is confirmed to be properly installed, manually clear the alert in the Web II software platform and confirm that it does not regenerate.

+ To Clear the Alert:
  1. Select the Participant’s Name from the Caseload. The participant’s event log will appear.
  2. Locate the device and/or strap tamper displayed in the activity (in red).
  3. Click on the mail icon to clear the alert.
  4. Return to the caseload screen and after waiting a few minutes, ensure that the device and/or strap tamper do not repopulate.
  5. If the tamper alert reappears after manually clearing it, it is then recommended that the device be reattached by a Sentinel Field Service Technician – therefore a service call should be requested.
Communication Failure
The device has not communicated with the system via the cellular network within the predetermined and designated time frame. This alert will automatically clear with the next successful device transmission. This is a serious alert and indicates that we have not received any points or communication from the device.

Location Failure
The device has not transmitted a location (GPS or IMPAIED point) within the designated time frame. The alert will clear with the next location received. This is a serious alert and indicates that we do not have a current GPS or assisted location for the participant.

To address Communication and Location Failure alerts:

1. Verify that the device is shown as Active on the Services Tab under Client Information.
2. Verify if the participant is displaying a Low Battery on the dashboard; if so, instruct the participant to charge his device for two consecutive hours. If not, instruct the participant to charge his device for 15 minutes.
3. Take the device outside with a clear view of the sky and away from any buildings for a minimum of 10 minutes.
4. While the participant is outside, attempt to run a current location. If not successful on the first attempt, try a second attempt.
5. Attempt to reset the device. Once the device is plugged in, instruct the participant to push and hold down the acknowledgment button on their device until it starts to beep.
   a. If Beeping: Hold button until the beeping stops. Keep the unit plugged in while attempting to run a current location.
   b. If NOT Beeping: Quickly unplug and re-plug the charging cord 5 times in a row, then push the acknowledge button for 5 seconds and release. Keep the unit plugged in while attempting to run a current location.
   c. Attempt to perform a hard reset: Instruct the participant to charge his device for 5 minutes and then unplug it. This can be repeated one more time if it is not successful on the first attempt. Attempt to run a current location once the participant unplugs the device.
   d. For additional assistance, contact the Monitoring Center at 800.589.6003, Select Option 2.

Low Battery
The device’s Battery Level has dropped below 20 percent:

To address a Low Battery alert:

1. Instruct the participant to charge his device for a minimum of 2 hours continuously each day. This is best verified by reviewing the Participant’s Event Logs in the WebPatrol2 software (See Report Section Below).
a. Verify that the yellow/orange LED lights on the charger are solid when plugged in. If the light on the charger does NOT turn on or blinks/pulses, use a different charger to charge the device.

b. Verify if the red light on the device starts blinking when connected to a charger with a solid yellow/orange LED.

c. If so, the device is receiving the proper voltage.

d. If not, move charging cord to see if the connection to the device (pins) is loose. Verify if there is damage or corrosion to pins/charging area. If no damage is observed, attempt to reset the device.

e. Instruct the participant to charge his device at approximately the same timeframe each day.

f. Instruct the participant to remain stationary during charging and not charge the device while asleep.

g. Instruct the participant to connect his device directly into an electrical outlet that is not controlled by a light switch; although they will not cause an issue for the device, it is recommended that the participant not use extension cords (eliminates a variable).

**Inclusion Zone Alert**
The GPS location points were not located within the zone the participant was scheduled to be in at that time. The Inclusion Zone schedule was violated.

**Exclusion Zone Alert**
The GPS location points were located within a zone that the participant was restricted from entering during that time. The Exclusion Zone’s schedule was violated.

**Buffer Zone Alert**
The location points received were located within the buffer zone that is located around an active exclusion zone.

To address zone alerts:

1. Contact the participant and ask them to verify their current location.

2. Run a current location to verify the location.

3. Assess the location history for indications of drift:
   a. Do the consecutive location points follow a logical path of travel? (Example: The participant travels on streets, does not follow a straight line through buildings, fields, across freeways, etc)
   b. Is the elapsed time between the consecutive location points reasonable? (Example: The participant does not appear to travel 10 miles in one minute).
   c. Is the point accuracy good?
   d. Are the points GPS or impaired?
   e. Hover over the point in question. The type of point will be displayed.
f. MS Assisted Fix points are impaired location points and often indicate that the participant may have been inside or that the device did not have a clear line of sight for GPS acquisition.

2. Does the location history show any typical drift patterns? (Example: straight lines of point stacked up resembling a solid stack of pennies or points randomly scattered around a central location

Running an Event Log Report
Running reports in the WebPatrol2 software can provide valuable information in order to determine participant compliance. One of the most useful reports is the Event Log Report since it contains all activity within a Participant’s record for the date range that is queried. Additionally this data can be used to most efficiently determine whether or not a participant is following the required charging pattern for the GPS device. To run this report, click on the Participant’s name from your dashboard. Then select EVENT under type of report.
Populate that desired dates, and select ALL under Log Type. Under TYPE you can select the desired format.

The data returned from this query is now available for viewing. You can now easily determine whether or not the selected Participant is charging for the required 2 hours continuously per day.
CONTACT US
For inquiries or assistance in your day to day operations while using our technologies and services, you may contact the Sentinel Offender Services Help Desk at: 800.589.6003, Select Option 5
Or via Email, help.desk@sentrak.us.com
Additionally, you may contact Mr. Don Fulton, your agency’s Regional Account Manager if further assistance is required at (678.994.4849 or Don.fulton@sentrak.us.com

SENTINEL FIELD TECHNICIAN ROSTER
NOTE: All service requests should be submitted using the guidelines detailed in the Service Request section of this guide.

Francisco Lomas (Full-Time)
E| flomas@sentrak.com
P| 225.803.2373
Denham, LA

Gregory Saurage (Part-Time)
E| gsaurage@sentrak.com
P| 985.705.5780
Folsum, LA

David Narcisse (Part-Time)
E| dnarcisse@sentrak.com
P| 337. 344.8849
Lafayette, LA

Jack Stapleton (Full-Time)
E| jstapleton@sentrak.com
P| 504.410.6219
Avondale, LA

Carlos Tate (Part-Time)
E| cstate@sentrak.com
P| 318.313.8735
Shreveport, LA